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ABSTRACT

This paper reviews the expected wide and profound impact of nanotechnology for future wireless devices and communication 
technologies.  This article points out the possibilities of overcoming the same problem set from a device perspective by taking 
advantage of the merits of nanotechnologies. At the same time, open research issues and challenges are identified to spark new 
interests and developments in this field.

Devices that use wireless communication range from RFID tags to TV receivers, and satellites to mobile phones. The 
availability of internet access from tablets and mobile phones is growing at an exponential rate, causing increasing demands 
on the performance of wireless networks and mobile devices. Some passive components necessary in wireless devices, such 
as inductors and capacitors, cannot be minimized as quickly as transistors and integrated circuits. This imbalance makes it 
likely that the performance requirements of mobile handsets will exceed the capabilities of current RF technologies within 
the next 10 to 15 years. As well as the global growth in mobile internet access via tablets and smartphones, wireless sensors, 
health monitoring systems and other devices dependent on wireless communication are becoming more and more prevalent. 
Developing more compact, more efficient, and less expensive wireless communication devices will have significant impact on 
these areas and enable new solutions for healthcare services, logistics and environmental monitoring.

The devices that use wireless communication ranges from RFID tags to television set receivers and satellites to mobile phones. 
The availability of internet access from mobile devices is growing at an exponential rate that causes rising demand on the 
wireless network and mobile devices' performance. As the type of activities that consumers are engaging in over the wireless 
connections is changing day in day out, it has been an increased need for the devices to change also. For instance in radios, 
the increasing quantity of mobile internet traffic there has been increased the need for additional frequency for support. The 
modern world is becoming an intelligent interactive environment that has needs novel autonomous sensors with wireless 
communication links that require to be incorporated into an everyday object. This is the reason why sensors that are nano-
enabled integrated with small RF transceivers are useful in monitoring air quality, water pollution among other aspects. The 
main drivers of changing into nanotechnology in wireless devices are needed for high performance, reduced consumption of 
power as well as reduced compact size.
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INTRODUCTION

A Wireless Sensor Network is one kind of wireless network that 
includes a large number of circulating, self-directed, minute, low 
powered devices named sensor nodes called motes. These networks 
certainly cover a huge number of spatially distributed, little, battery-
operated, embedded devices that are networked to caringly collect, 
process, and transfer data to the operators, and it has controlled 
the capabilities of computing & processing [1]. Nodes are tiny 
computers, which work jointly to form networks in (Figure 1).

The sensor node is a multi-functional, energy-efficient wireless 

device. The applications of motes in industrial are widespread. A 
collection of sensor nodes collects the data from the surroundings 
to achieve specific application objectives. The communication 
between motes can be done with each other using transceivers. In 
a wireless sensor network, the number of motes can be in the order 
of hundreds/even thousands. In contrast with sensor n/ws, Ad 
Hoc networks will have fewer nodes without any structure.

Wireless Sensors 

The trend towards intelligent environment and ubiquitous 
information access means that new types of autonomous sensors 
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with wireless communication links will be embedded in everyday 
objects. The devices must be small, cheap and capable of operating 
with power supplied by a very small battery, or electricity harvested 
from light, radio waves or thermal energy [2]. New nano-enabled 
sensors combined with miniaturized RF transceivers can be used 
for health monitoring devices, and monitoring of air quality, 
soil or water pollution. RFID tags are very simple, usually passive 
devices, which can be read using a radio frequency trans ceiver. 
Fabrication by printing can reduce the costs of wireless sensors 
costs substantially, and nanoparticle inks can be used to increase 
the performance of the printed devices 

Challenges  

Key drivers for using nanotechnology in wireless communications 
come from improved performance, smaller power consumption, 
smaller size and new features such as flexibility or transparency. 
Some of these are already proven to be technologically feasible, but 
many technological difficulties are still unsolved. Cost reduction 
is an important driver: new technologies will not gain market 
share until they become cost competitive with existing solutions 
[3]. The barriers of commercialisation of new technologies for RF 
electronics are less severe than in digital electronics, since there is a 
clear need for replacement technologies.

SENSORS AND SENSING EVERYWHERE 

Micromechanical sensors became an elementary part of automotive 
technologies in mid-1990, roughly ten years later more miniaturized 
micromechanical sensors are enabling novel features for consumer 
electronics and mobile devices. Within next ten years the 
development of truly embedded sensors based on nanostructures 
will become a part of our everyday intelligent environments. 
Nanotechnologies may also augment the sensory skills of humans 
based on wearable or embedded sensors and the capabilities 
to aggregate this immense global sensory data into meaningful 
information for our everyday life. This requires novel technologies 
and cross-disciplinary research in many ways [4,5]. Embedding 
intelligent and autonomous devices into physical objects of the 
world requires that devices adapt to their environment and become 
a part of the network of devices surrounding them. There is no 
way to configure this kind of a huge system manually–top down. 
Nanotechnology can help to develop novel kind of intelligent 
devices where learning is one of the key characteristic properties 
of the system, similarly to biological systems which grow and 
adapt to the environment autonomously. Nanotechnologies may 
open solutions for sensors that are robust in harsh environmental 
conditions and that are stable over long period of time. Today 
mechanical sensors – pressure and acceleration sensors – are 
already demonstrated to fulfil these requirements, but we do not 
have chemical or biochemical sensors that are stable or robust 

enough. Furthermore, the future embedded sensors need to be 
so inexpensive and ecologically sustainable that they can be used 
in very large numbers. Driver for nanotechnologies in sensors is 
not primarily miniaturization. The size of the sensor depends on 
measurement itself, 

WIRELESS SENSOR NETWORKS (WSN) 
TOPOLOGIES

There are four common sensor network topologies:

1. Point to point network

2. Star network

3. Tree network

4. Mesh network

We will discuss each of them briefly.

1. Point to Point Netwrok Topology

In this topology, there is no central hub. A node can communicate 
directly to another node. This is the most common topology and 
it has a single data communication channel which offers a secure 
communication path. Each device can act as a client and a server 
in it (Figure 2).

2. Star Netwrok Topology

Unlike point to point networks, a centralized communication hub 
is present in a star network. Each communication is done through 
this centralized hub and no direct communications between the 
nodes are possible. In this case, central hub is the server and the 
nodes are clients (Figure 3).

3. Tree Network Topology

This topology is said to be a hybrid of point to point and star 
topologies. The central hub in it is called a root node or the parent 
node. Data is passed on from leaf nodes to the parent node. The 
main advantage of this topology is less power consumption as 
compared to other networks (Figure 4).

4. Mesh Network Topology

In the mesh network, the data can ‘hop’ from one node to another. 

Figure 1: A Wireless sensor network

Figure 2: A Wireless sensor network.

Figure 3: Star network topology.
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All the nodes can communicate with each other directly without 
having to depend on a central communication hub. This is the 
most reliable structure of network communication because there 
is no single point of failure in it. But this structure is very complex 
and requires a lot of power consumption (Figure 5).

TYPES OF WIRELESS SENSOR NETWORKS

There are different types of sensor networks such as underground, 
underwater, terrestrial and multimedia WSNs etc. We will discuss 
them briefly.

1. Terrestrial WSNs

These types of networks consist of hundreds or thousands of wireless 
sensor nodes. These nodes can be deployed in an unstructured or 
a structured manner. The nodes are distributed randomly in an 
unstructured mode, but they are kept within the target area.

As these are the ‘terrestrial’ sensor networks therefore they 
are above ground and solar cells can be used to power up these 
networks. The energy can be conserved by minimizing delays and 
by using operations of low duty cycles etc.

2. Underground WSNs

These sensor networks are more costly as compared to terrestrial 
networks. The equipment’s used are expensive and proper 
maintenance is needed. These are effectively used to monitor 
the underground conditions therefore their whole network is 
underground but to pass on the information to the base station, 
sink nodes are used which are present above the ground (Figure 6).

Problems are faced while recharging the batteries of the 
underground sensor networks and loss of signal can also occur due 
to high level of attenuation in the underground environment.

3. Underwater WSNs

Underwater wireless sensor network system comprises of sensor 
nodes and vehicles which are deployed under the water. To gather 
data from the sensor nodes, underwater vehicles are to be used. 
The long propagation delay and sensor failures are a big challenge 

to the underwater communication system. The battery of these 
WSNs is also limited and cannot be recharged; therefore, different 
techniques are being developed to solve this issue of energy usage 
and conservation (Figure 7).

4. Multimedia WSNs

These sensor networks can gather information in the form of 
audio, video and imaging. The sensor nodes in these networks are 
connected with cameras and microphones. They can track and 
monitor different events occurring and can keep a visual display of 
the events also. For the purpose of data compression, retrieval and 
correlation, these nodes are also interconnected with one another 
through a wireless connection (Figure 8).

As audio and visual data can also be transmitted through these 
networks therefore they require high consumption of power and 
high bandwidth. Advanced techniques of data processing and 
compression are used in it.

Figure 4: Tree network topology.

Figure 5: Mesh network topology.

 

Figure 6: Problems are faced while recharging the batteries of the 
underground sensor networks and loss of signal can also occur due to high 
level of attenuation in the underground environment.

 

Figure 7: Under water sensors.

 

Figure 8: Multimedia WSNs.
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5. Mobile WSNs

The mobile network, as the name suggests, is not fixed rather the 
sensor nodes can move from one place to any other. They can be 
easily interfaced with the environment around them. Their main 
advantage is that they provide better coverage, superior channel 
capacity and enhanced coverage. These mobile WSNs are more 
versatile as compared to the other static sensor network systems.

APPLICATIONS OF WIRELESS SENSOR 
NETWORKS

There are numerous applications of WSNs in industrial automation, 
traffic monitoring and control, medical device monitoring and in 
many other areas. Some of applications are discussed below:

1. Disaster Relief Operation

If an area is reported to have been stricken from some sort of 
calamity such as wildfire, then drop the sensor nodes on the fire 
from an aircraft. Monitor the data of each node and construct a 
temperature map to devise proper ways and techniques to overcome 
the fire (Figure 9).

2. Military Applications

As the WSNs can be deployed rapidly and are self-organized 
therefore they are very useful in military operations for sensing and 
monitoring friendly or hostile motions. The battlefield surveillance 
can be done through the sensor nodes to keep a check on everything 
in case more equipment, forces or ammunitions are needed in the 
battlefield. The chemical, nuclear and biological attacks can also be 
detected through the sensor nodes (Figure 10).

An example of this is the ‘sniper detection system’ which can detect 
the incoming fire through acoustic sensors and the position of the 
shooter can also be estimated by processing the detected audio 
from the microphone.

3. Environmental Applications

These sensor networks have a huge number of applications in the 

environment. They can be used to track movement of animals, 
birds and record them. Monitoring of earth, soil, atmosphere 
context, irrigation and precision agriculture can be done through 
these sensors. They can also use for the detection of fire, flood, 
earthquakes, and chemical/biological outbreak etc (Figure 11).

A common example is of ‘Zebra Net’. The purpose of this system 
is to track and monitor the movements and interactions of zebras 
within themselves and with other species also.

4. Medical Applications

In health applications, the integrated monitoring of a patient can 
be done by using WSNs. The internal processes and movements 
of animals can be monitored. Diagnostics can be done. They also 
help in keeping a check on drug administration in hospitals and in 
monitoring patients as well as doctors.

An example of this is ‘artificial retina’ which helps the patient in 
detecting the presence of light and the movement of objects. They 
can also locate objects and count individual items.

5. Home Applications

As the technology is advancing, it is also making its way in our 
household appliances for their smooth running and satisfactory 
performance. These sensors can be found in refrigerators, 
microwave ovens, vacuum cleaners, security systems and also in 
water monitoring systems. The user can control devices locally as 
well as remotely with the help of the WSNs (Figure 12).

CONCLUSIONS 

The use of wireless communication systems is increasing very rapidly. 
Key drivers for using nanotechnology in wireless communications 
are improved performance, smaller power consumption, smaller 
size and new features. Current RF technologies for high data 
rate communication systems are expected to be capable of 

 

Figure 9: Disaster relief operation.

Figure 10: Military applications.

 Figure 11: Environmental applications.

Figure 12: Home applications.
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meeting the industry needs for the next 1015 years, but after that 
fundamental physical limits of the radio electronics will start to 
hinder the development [6-9]. New solutions are needed, but 
they are still in the research phase. Wireless sensors and sensor 
networks have applications in logistics, security systems, and health 
and environment monitoring. The main societal concerns for 
ubiquitous information access and sensors networks arise from 
security and privacy issues, as well as environ mental aspects for 
disposable sensors. 
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